
Kansas Information Security Office 
 

Kansas Cyber Summit  
2022 

 

WHEN:   25 October 2022, from 9:00 AM-5:00 PM 

WHERE:  Heartland Preparedness Center 
2808 N New York 
Wichita, KS 67214 

AGENDA: 
9:00 - 9:30 Welcome  

 

 

9:30 - 10:30 Morning Keynote – Cyber 
Threats to the State and 
the Opportunities We 
Have 

 

In this session we will talk about the current cyberthreats to the 
state. We will also discuss the historic opportunities we have with 
the influx of funding opportunities such as ARPA, IIJA, and the DHS 
state and local cybersecurity grant program. Building a community 
around cyber is imperative for maximizing the impact of these 
opportunities and elevating cyber across Kansas. 

10:30 - 10:45 Break and Networking  

10:45 - 11:30 Cyber Recruitment and 
Workforce Development 
Panel Discussion and 
Q&A 

 

The cyber professional shortage is real. In this discussion, panelists 
will talk about ways to possibly address the shortage in Kansas, 
especially in the public sector. 

11:30 – 1:00 Lunch and Networking  

1:00 – 1:30 Afternoon Keynote - True 
cyber emergency stories 
and leadership action 
plans 

Dan Lohrmann 

In this session, Dan Lohrmann will talk about the dramatic increase 
in major cybersecurity incidents affecting all organizations. He will 
talk about this trend and, including true stories, from his new book: 
Cyber Mayday and the Day After: A Leader's Guide to Preparing, 
Managing, and Recovering From Inevitable Business Disruption.      

1:30 – 2:00 Keynote Q&A “Impacts of 
cyber incidents on 
localities” Moderated by 
Bruce Chladny, KAC  

Dan Lohrmann, Presidio 
John Deardoff, LKM 

In this session, Bruce Chladny, Executive Director of the Kansas 
Association of Counties will moderate a question-and-answer 
session with our afternoon keynote speaker and John Deardoff, who 
lived through an incident here in Kansas. Topics will include impacts 
of cyber incidents to local organizations, importance of cyber, why 
this matters to elected officials, and participant questions. 

2:00 – 2:45 184th Wing Cyber 
Capabilities with Q&A 

 

The Kansas Air National Guard has a tremendous cyber presence in 
Wichita. In this session, attendees will learn about the 184th Wing 
and how they are contributing to the larger cyber picture. 
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2:45 – 3:00 Break and Networking  

3:00 – 3:30 Supply Chain Risks with 
Q&A 

The products, software, and vendors we choose, and use, may 
present risks to an organization’s operations. In this session we will 
hear from (TBD) about some of these supply chain risks and how we 
can address them. 

3:30 – 4:15 Cyber Resources 
Available to Public Sector 
Panel Discussion with 
Q&A 

Karen Sorady, CIS/MSISAC 
Winnie West, CISA 
Jeff Maxon, KISO 

Multiple resources available to assist public sector organizations in 
protecting their environments from a cyber-attack or helping them 
respond to a cyber-attack. In this session, attendees will hear about 
resources available and how to access them. In many cases, 
resources are provided for free or at a reduced cost. 

4:15 – 5:00 Brainstorming with 
Attendees 

Attendees will brainstorm on how we can advance the “whole-of- 
state” approach to cyber. What is needed? What challenges are 
organizations facing? What are some possible solutions? 

 

   

 

 

 

 

 

 

 

 

 

 

 


