Appendix E

ITEC Policies and Related Statues


Information Technology Policy 2400 Revision 1 – Project Approval
1.0 TITLE: IT Project Approval 


1.1 EFFECTIVE DATE: October 28, 2004

1.2 TYPE OF ACTION: Update

2.0  PURPOSE:  To establish a policy for the approval of projects that include the use of information systems or communications technology. 

3.0 ORGANIZATIONS AFFECTED:  All Branches, Boards, Commissions, Departments, Divisions, and Agencies, of state government, hereafter referred to as entities.

4.0 REFERENCES: 

4.1 K.S.A. 1998 Supp. 75-7203 authorizes the ITEC to: Adopt information resource policies and procedures and provide direction and coordination for the application of the state's information technology resources for all state agencies.

5.0 DEFINITIONS/BACKGROUND: 

5.1 Information technology project means a project for a major computer, telecommunications or other information technology improvement with an estimated cumulative cost of $250,000 or more and has proposed expenditures for: (1) new or replacement equipment or software; (2) upgrade improvements to existing equipment and any computer systems, programs or software upgrades therefore; or (3) data or consulting or other professional services for such a project.
5.2 ITEC – Refers to the Information Technology Executive Council, duties defined in K. S. A. 1998 Supp. 75-7202, 75-7203.
5.3 CITO – Refers to the Executive, Legislative or Judicial Chief Information Technology Officer, duties defined in K. S. A. 1998 Supp. 75-7205, 751-7206, 75-7207. 

6.0 POLICY: 

6.1 Prior approval must be obtained to start a project. Approval to proceed on a project shall be granted after (a.) satisfactory completion of any previous phases and (b.) review and approval of all required documentation by the branch CITO.
6. 2 All IT projects with a cumulative cost of $250,000 or more must have CITO and agency head approval prior to letting of specifications.  Branch CITO’s should review and approve, in writing, all specifications for IT projects $250,000 or greater.
6.3 Required documentation to be submitted for project approval can be accessed through the following weblink:  http://www.da.state.ks.us/kito/ITProposedPlans.htm
7.0 PROCEDURES: 

7.1. A project approval must be obtained for each project with a total cost of $250,000 or more that has an information technology component. Information technology covers computer and communications systems and associated software, business and services systems software used internally or externally, office systems and network services, Internet/intranet based systems providing information, services, or electronic commerce services internal to state government or externally to other governments or the public. A copy of each approved project along with all supporting documentation will be submitted to Legislative Research and to the Joint Committee on Information Technology.
7.2 Project approval requests will include the information content and the formats where specified in 6.3. 

8.0 RESPONSIBILITIES: 

8.1 Heads of entities are responsible for establishing procedures for their organization's compliance with the requirements of this policy. 

9.0 CANCELLATION: Previous Revisions

Original   10/2000

Revised   10/2004

Information Technology Policy 2500 Revision 1 - Project Status Reporting
1.0 TITLE: Project Status Reporting


1.1 EFFECTIVE DATE: April 24, 2003 

1.2 TYPE OF ACTION: Update 
2.0 PURPOSE: To establish a policy for reporting the status of projects that include the use of information systems or communications technology. 
3.0 ORGANIZATIONS AFFECTED: All Branches, Boards, Commissions, Departments, Divisions, and Agencies, of state government, hereafter referred to as entities.
4.0 REFERENCES: 

4.1 K.S.A. 1998 Supp. 75-7203 authorizes the ITEC to: Adopt information resource policies and procedures and provide direction and coordination for the application of the state's information technology resources for all state entities. 


4.2 K.S.A 75-7211 directs the legislative chief information technology officer, under the direction of the Joint Committee on Information Technology, to monitor state agency execution of information technology projects and at times agreed upon by the three chief information technology officers shall report progress in project execution and the status and changes to the project financial plan. 
4.3 K.S.A. 75-7211 directs agency heads to consult with the Joint Committee on Information Technology before approving any increase above the authorized total cost of a project that exceeds the lesser of $1,000,000 or 10% of the currently authorized cost. The Joint Committee on Information Technology will report all such changes and overruns to the senate ways and means and the house appropriations committees. 
5.0 DEFINITIONS/BACKGROUND: 

5.1 Cumulative cost means the total expenditures, from all sources, for any information technology project by one or more state agencies to meet project objectives from project start to project completion or the date and time the project is terminated if it is not completed. 
5.2 Information technology project means a project for a major computer, telecommunications or other information technology improvement with an estimated cumulative cost of $250,000 or more and includes any such project that has proposed expenditures for: (1) new or replacement equipment or software; (2) upgrade improvements to existing equipment and any computer systems, programs or software upgrades therefore; or (3) data or consulting or other professional services for such a project. 

5.3 ITEC - Refers to the Information Technology Executive Council, duties defined in K. S. A. 1998 Supp. 75-7202, 75-7203. 
5.4 CITO – Refers to the Executive, Legislative or Judicial Branch Chief Information Technology Officer, duties defined in K. S. A. 1998 Supp. 75-7205, 751-7206, 75-7207. 
5.5 Project change or overrun means any of the following: (1) Any change in planned expenditures for an information technology project that would result in the total authorized cost of the project being increased above the currently authorized cost of such project by more than either $1,000,000 or 10% of such currently authorized cost of such project, whichever is lower; (2) any change in the scope of an information technology project, as such scope was presented to and reviewed by the joint committee or the chief information technology officer to whom the project was submitted pursuant to KSA 79-7209 and amendments thereto; or (3) any change in the proposed use of any new or replacement information technology equipment or in the use of any existing information technology equipment that has been significantly upgraded. 
5.6 Project change request means any agreement between the agency and a contractor that will result in a change to the currently authorized cost of the project. 
6.0 POLICY: 

6.1 The project status reporting procedures defined in this policy supersede the previous project status reporting procedures as defined in Kansas Information Resource Council Policy # 2400. The revised procedures apply to all new and current projects. 
6.2 To facilitate the evaluation of progress on information technology and telecommunications projects, agencies will submit project status reports to the Chief Information Technology Officer of their branch, on a regular basis, at a frequency that is determined by the Chief Information Technology Officer. 
7.0 PROCEDURES: 

7.1 All project progress reports are due in the office of the Chief Information Technology Officer by the 10th of the month following the end of the reporting period. The Chief Information Technology Officer may require more frequent reporting for high risk projects. 
7.2 A project status report must be submitted each reporting period for each project with a total cost of $250,000 or more that has an information technology component. Information technology covers computer and communications systems and associated software, business and services systems software used internally or externally, office systems and network services, Internet/intranet based systems providing information, services, or electronic commerce services internal to state government or externally to other governments or the public. A copy of each project status report will be submitted to Legislative Research, marked for the attention of the Joint Committee on Information Technology. 
7.3 Project status reports will include the information content and the formats where specified, shown in the Attachments.  The Joint Committee on Information Technology may require agencies to make presentations on their Information Technology Projects. The attachment defines the policy governing presentations before the joint committee on Information Technology for the purpose of reviewing the status of active information technology projects. That policy defines the circumstances under which presentations will be required and details the content of such presentations. 
8.0 RESPONSIBILITIES: 

8.1 Heads of divisions, departments, agencies, boards, and commissions are responsible for establishing procedures for their organization's compliance with the requirements of this policy. 
9.0 CANCELLATION: Previous revisions. 
Attachment 1 - Estimated Cost at Completion  ITEC PM-02-8 
http://da.state.ks.us/kito/itprojectreporting.htm
Attachment 2 - Work Breakdown Structure (WBS) http://da.state.ks.us/kito/itprojectreporting.htm
Attachment 3 - Transmittal Page http://da.state.ks.us/kito/itprojectreporting.htm
Attachment 4 - Work Product Identification (WPI) ITEC PM-02-6 
http://da.state.ks.us/kito/itprojectreporting.htm
Attachment 5 - Change Management ITEC PM-09 
Agencies will include a copy of any project-change-request that has been approved by the agency during the reporting period if that change request will result in a change to the currently authorized cost of the project. Each project change request should be accompanied by an analysis of impact on the project’s schedule and resources.
http://da.state.ks.us/kito/itprojectreporting.htm
Attachment 6 – Joint Committee on Information Technology Review of Active Projects 
http://da.state.ks.us/itec/documents/ITECSJCITPolicy2.htm
Information Technology Policy 2510 - Oversight of Information Technology Projects
1.0 TITLE: Oversight of Information Technology Projects

1.1 EFFECTIVE DATE: October 14, 1999

1.2 TYPE OF ACTION: New

2.0 PURPOSE: To establish a policy for the oversight of information technology projects within agencies. Project oversight is an essential management practice to ensure the successful implementation of information technology projects. The purpose is to ensure that the project is being managed in compliance with the project plan, that sound management practices are being observed, that contractors are delivering on their contracts, that the project is adequately staffed and that schedules are reasonable and are being met.

3.0 ORGANIZATIONS AFFECTED: All divisions, departments and agencies of the state.

4.0 REFERENCES:

4.1 K.S.A. 1998 Supp. 75-7203 authorizes the ITEC to: Adopt information resource policies and procedures and provide direction and coordination for the application of the state's information technology resources for all state agencies.

4.2  K.S.A 75-7211 directs the legislative chief information technology officer, under the direction of the Joint Committee on Information Technology, to monitor state agency execution of information technology projects and at times agreed upon by the three chief information technology officers shall report progress in project execution and the status and changes to the project financial plan.

4.3  K.S.A. 75-7211 directs agency heads to consult with the Joint Committee on Information Technology before approving any increase above the authorized total cost of a project .that exceeds the lesser of $1,000,000 or 10% of the currently authorized cost. The Joint Committee on Information Technology will report all such changes and overruns to the senate ways and means and the house appropriations committees.

5.0 DEFINITIONS:

5.1 Information technology project means a project for a major computer, telecommunications or other information technology improvement with an estimated cumulative cost of $250,000 or more and includes any such project that has proposed expenditures for: (1) new or replacement equipment or software; (2) upgrade improvements to existing equipment and any computer systems, programs or software upgrades therefore; or (3) data or consulting or other professional services for such a project.

5.2 CITO - Chief Information Technology Officer, duties defined in K. S. A. 1998 Supp. 75-7205, 75-7206, 75-7207.

5.3 ITEC - refers to the Information Technology Executive Council.

5.4 Information Technology Project Plan refers to the plan defined by the Division of Budget instructions for information technology projects.

6.0 POLICY:

6.1 All information technology projects will be conducted under the oversight of the agency executive management.

6.2 Agencies will submit a risk assessment analysis to the Chief Information Technology Officer along with their Information Technology Project Plan.

6.3 The Chief Information Technology Officer, when reviewing projects that are subject to CITO review, will evaluate the size, complexity, risk and consequences of failure for proposed projects and will determine to what extent independent external oversight will be required to adequately monitor the execution of agency information technology projects.

6.4 After review of the Information Technology Project Plan, The Chief Information Technology Officer may recommend an amount to be included in the project budget to cover the cost of an appropriate level of oversight by an independent oversight contractor.

6.5 Agencies will fully support external reviews in order to maximize the state's investment in information technology projects.

6.6  Before one or more state agencies proposing an information technology project begin the project, the project plan, including the technical architecture of its computer and communications systems, and the cost-benefit analysis shall be approved by the agency head and by the chief information technology officer. All specifications for bids and proposals related to an approved project shall be reviewed by the chief information technology officer.

6.7  The head of an agency with primary responsibility for a project may authorize or approve, without consultation with the Joint Committee, any change in planned expenditures for a project that would result in an increased total cost the lower of less than $1,000,000 or less than 10% of the currently authorized total cost. If the increase in total cost exceeds the previously authorized total cost by the lesser of $1,000,000 or 10% of the current approved project total cost, the agency head will advise the branch chief information technology officer. The CITO shall also notify the Chairperson of the Joint Committee on Information Technology and request that consultation with the committee be scheduled. The agency head shall not authorize or approve any action that will exceed the previously authorized total cost until the required consultation has taken place.

7.0 PROCEDURES:

7.1 The initial risk assessment will be performed by the project manager using a risk assessment model approved by the Chief Information Technology Officer.

7.2 The Chief Information Technology Officer, in consultation with the state agency, will use the Information Technology Project Plan and the initial risk assessment to determine oversight requirements for each project.

7.3 External oversight may be performed by the Chief Information Technology Officer, by an independent oversight contractor or a combination of both, depending on the requirements of the project.

7.4 Oversight requirements for a small project with very low risk may be fulfilled with routine project status reporting while requirements for a large or high risk project may require the involvement of an independent oversight consultant to monitor the project on a periodic or full time basis. Oversight reports will be filed no less frequently than once every three months for active projects.

7.5 Oversight contractors will submit periodic status report to the Chief Information Technology Officer and to agency management. Those reports will provide a clear definition and analysis of major problems and issues associated with the ongoing implementation of the project. A copy of the oversight report will be provided to Legislative Research, marked for the attention of the Joint Committee on Information Technology.

7.6 Oversight contractors will assist the project manager in conducting periodic risk assessments at strategic points throughout the life of the project.

8.0 RESPONSIBILITIES:

8.1 Heads of divisions, departments, agencies, boards and commissions, are responsible to establish procedures for their organization's compliance with the requirements of this policy.

9.0 CANCELLATION: None

Attachment 1 - Sample Independedent Review Process

1. Review each engineering effort at least once during each phase.

2. Review the project at each phase for conformance to the applicable Project Implementation Plan, Software Development Plan, and QA Plan. This review includes the configuration management data management processes, the use of methodologies and tools identified in the project plans, the software development folders, the peer review process, and the walk through process.

3. Provide a summary report of each review to the Group Manager. This report should clearly identify any deficiencies or problems encountered during the review.

4. For projects with problems or deficiencies, work with Group Manager to ensure that a plan is implemented to resolve the problems/deficiencies and schedule a second review to make sure that the problems/deficiencies have been resolved.

5. Independent reviews work only if follow-up actions are taken to resolve any problems or deficiencies identified by the reviews.Note: The purpose of the review procedure is to ensure that the project plans are being adhered to and that any identified problems or deficiencies are resolved in a timely manner. The independent reviewer is interested in the project processes rather than the project products.

Information Technology Policy 2530 - Project Management.

1.0 TITLE: Project Management


1.1 EFFECTIVE DATE: October 14, 1999


1.2 TYPE OF ACTION: New

2.0 PURPOSE: To establish a policy for management of information technology projects.

3.0 ORGANIZATIONS AFFECTED: All branches, divisions, departments and agencies of state government.

4.0 REFERENCES:

4.1 K.S.A. 1998 Supp. 75-7203 authorizes the ITEC to: Adopt information resource policies and procedures and provide direction and coordination for the application of the state's information technology resources for all state agencies.

5.0 DEFINITIONS/BACKGROUND:

5.1 Cumulative cost means the total expenditures, from all sources, for any information technology project by one or more state agencies to meet project objectives from project start to project completion or the date and time the project is terminated if it is not completed.

5.2 Information technology project means a project for a major computer, telecommunications or other information technology improvement with an estimated cumulative cost of $250,000 or more and includes any such project that has proposed expenditures for: (1) new or replacement equipment or software; (2) upgrade improvements to existing equipment and any computer systems, programs or software upgrades therefore; or (3) data or consulting or other professional services for such a project.


5.3 ITEC - refers to the Information Technology Executive Council.

5.4 CITO - Chief Information Technology Officer, duties defined in K. S. A. 1998 Supp. 75-7205, 75-7206, 75-7207.

5.5 Project change or overrun means any of the following: (1) Any change in planned expenditures for an information technology project that would result in the total authorized cost of the project being increased above the currently authorized cost of such project by more than either $1,000,000 or 10% of such currently authorized cost of such project, whichever is lower; (2) any change in the scope of an information technology project, as such scope was presented to and reviewed by the joint committee or the chief information technology officer to whom the project was submitted pursuant to section 9 and amendments thereto; or (3) any change in the proposed use of any new or replacement information technology equipment or in the use of any existing information technology equipment that has been significantly upgraded.

5.6 Project change request means any agreement between the agency and a contractor that will result in a change to the currently authorized cost of the project.

6.0 POLICY

6.1 The following six project management component statements, sections 6.2, 6.3, 6.4, 6.5, 6.6, 6.7 below, taken together, form the core of the state's policy for management of information technology projects. They are compatible with and fully support the Information Technology Executive Council’s (ITEC) project management methodology.
6.2 Requirements Management: All projects must include a well-defined problem statement with well-defined business and technical requirements that assure the IT solution satisfies the business need. Requirements must be thoroughly documented and understood by the project team. Changes to requirements must be managed throughout the life of the project.

6.3 Project Planning: Each project manager must develop, maintain and follow a written plan that defines project goals, processes, and resource estimates (in terms of schedule, cost and development). The project plan must be updated throughout the life of the project to accurately reflect the current plan.

6.4 Project Tracking: Project managers must continuously track the progress of all projects against the project plan.

6.5 Configuration Management: Configuration Management (CM) must be performed on all projects in accordance with established organizational CM procedures. These processes must ensure that controlled and stable baselines are established for planning, managing and building the system; the integrity of the system's configuration is controlled over time: and the status and content of the baselines are known.

6.6 Risk Management: Risks associated with each IT project must be identified, analyzed and prioritized. Identified risks must be controlled through the process of project planning and monitoring. Risk identification and management must be integrated components of project management and will be continuously assessed and analyzed during the life of the project.

6.7 Project Closeout: State organizations must maintain procedures for conducting lessons learned on IT projects during a project closeout process. Closeout is determined when project objectives have been met and users have reviewed and accepted the system. The process includes preparation of a Post Implementation Evaluation Report (PIER) to capture lessons learned and archival of project records.

7.0 PROCEDURES: Implementation guidelines and other supporting information and procedures for each policy statement can be found in Attachment 1. The supporting information includes:

· summary of the policy implementation guidelines 
· requirements 

· references to the specific areas of the ITEC Project Management 

· Methodology document in which the policy is discussed
restatement of the policy 



purpose



overview



objectives



responsibilities



evidence of compliance.

8.0 RESPONSIBILITIES:

8.1 Heads of divisions, departments, agencies, boards and commissions, are responsible for establishing procedures for their organization's compliance with the requirements of this policy. The project manager has the basic responsibility for implementing the policy.

9.0 CANCELLATION: None

Implementation guidelines and other supporting procedures for ITEC Project Management Policy #2530.

 The following categories of information are provided for each policy statement. 

· summary of the policy implementation guidelines 

· requirements 

· references to the specific areas of the ITEC Project Management 

Methodology document in which the policy is discussed 

· restatement of the policy 

· purpose 

· overview 

· objectives 

· responsibilities 

· evidence of compliance. 
REQUIREMENTS MANAGEMENT

Summary of Requirements Management Policy

The requirements management policy requires that all information technology (IT) projects must include a well defined problem statement with well-defined business and technical requirements that assure the IT solution satisfies a business need. Requirements must be thoroughly documented and understood by the project team. Changes to requirements must be managed throughout the life of the project.

Implementation Guidelines for Requirements Management

Requirements definition is one of the most crucial steps in the process of creating a project. Without well-defined requirements, managers cannot plan a project, developers and integrators do not know what to build, customers do not know what to expect, and there is no way to validate (i.e. test) that the system satisfies the needs of the organization.

The project manager is responsible for ensuring that technical requirements are defined and the program or business manager is responsible for ensuring that the business/operational requirements are met.

Requirements Specification Requirements
At each stage of the project, additional information is derived and documented. Requirements specification will vary from project to project, based on size, complexity, and business impact of the project.

State organizations ensure that requirements are documented and understood for IT projects, but the degree of specification and the formality of the specification may vary. At a minimum, each project must have a business needs statement. The remaining specifications and requirements traceability tools are applied as necessary, based on organization-specific management and development procedures.

References to Requirements Guidelines

Guidelines for requirements management are provided as part of the ITEC Project Management Methodology document in the Project Management Planning Top Level Requirements Specifications section.

REQUIREMENTS MANAGEMENT POLICY

Policy Statement:

All projects must include a well-defined problem statement with well-defined business and technical requirements that assure the IT solution satisfies the business need. Requirements must be thoroughly documented and understood by the project team. Changes to requirements must be managed throughout the life of the project.

Purpose:

To ensure that project requirements form the basis for all planning and development efforts and that changes to requirements are managed throughout the life of the project.

Overview:

Requirements establish and maintain an understanding and agreement of the capabilities of the project. Requirements statements, which will evolve over the life of the project, form the basis for estimating, planning, performing, and tracking the project=s activities and are critical to obtaining acceptance of the product at the end of the project. Control of the requirements is directly related to control of the project.

Objectives: 

· Ensure that system requirements provide a clearly stated, verifiable, and testable foundation for development and management of the project, based on business and technical requirements. 

· Ensure that the scope of a development effort is defined by the system requirements and that these requirements form the basis for all plans, products and activities. 

· Ensure that project team members thoroughly understand requirements prior to developing a product or procuring commercial products for the project. 

· Record initial project requirements and review and assess the impact of all changes to the initial requirements throughout the life of the project. 

· Track and document all changes to requirements and update all necessary technical and management project documentation affected by the change. 

· Define, collect, and store metrics (measurements) associated with the requirements phase. 

RESPONSIBILITIES:

The project manager has primary responsibility for implementing this policy.

EVIDENCE OF COMPLIANCE:

To demonstrate compliance with this policy, the following documentation must be available at a minimum: 

· Project statement and objective (all projects) 

· Project Requirements Document (all projects) 

· Requirements Control Methodology (medium to high risk projects) 

· Requirements Traceability Matrix (high risk projects) 

PROJECT PLANNING 

Summary of Project Planning Policy

The project planning policy requires that each project manager must develop, maintain and follow a written plan that defines project goals, processes, and resource estimates (in terms of schedule, cost and development). The project plan is updated throughout the life of the project to accurately reflect the current plan.

Implementation Guidelines for Project Planning

Project planning defines the work and describes how the tasks will be executed. Planning begins with the definition of the specific work to be performed and other constraints and goals that define and bind the project. The planning process includes the steps to estimate: 

· the size of a project 

· the technological scope of the effort: and 

· the resources required to complete the project. 

The planning process results in the production of a schedule, identification and assessment of risks, and negotiation of commitments. Repetition of these steps is necessary to establish the project plan and to ensure buy-in by those responsible for the project. Typically, several iterations of the planning process are performed before a plan is actually completed.

Project Planning Requirements

The project plan forms the basis for management efforts associated with the project. It represents the basic tool for successfully executing a project. The plan includes the following types of elements, with the degree of definition varying between projects of different scope: 

· Sequence of tasks to be performed 

· Deliverables associated with the project 

· Dependency relations between tasks 

· Resources required to perform a task 

· Schedule of tasks to be performed 

· Budget for performing tasks 

· Organization used to execute the project 

· Risks associated with executing the project 

· Process for ensuring quality 

· Process for configuration management 

The project manager has primary responsibility for implementing the project plan and maintaining it over the course of the project. Project planning requirements will vary by project and are typically determined by the size, cost, complexity and impact on the business. State organizations set standards for good project management and methods for IT projects and ensure appropriate management processes are applied. State organizations are encouraged to add to, and tailor the methodology to include additional elements as the size, complexity, cost and impact increases.

References to Project Planning Guidelines

Guidelines for project planning are provided in the ITEC Project Management Methodology document in the Project Management Planning section.

PROJECT PLANNING POLICY

POLICY STATEMENT:

Each project manager must develop, maintain and follow a written plan that defines project goals, processes, and resource estimates (in terms of schedule, cost and development). The project plan must be updated throughout the life of the project to accurately reflect the current plan.

PURPOSE:

To ensure proper planning is performed for successful project completion.

OVERVIEW:

Project planning includes developing estimates for the work to be performed, establishing the necessary commitments, and defining the plan to perform the work. The development plan addresses the commitments in terms of resources, constraints, and capabilities of the project. Finally, the plan provides the basis for guiding the management and the performance of the project and evaluating the work progress.

OBJECTIVES: 

· Develop a plan for each project that appropriately and realistically covers the activities and commitments (based on documented requirements) and breaks down the development effort into manageable components. 

· Ensure that all affected groups and individuals (e.g., developers, external users, internal customers, stakeholders, etc.) Understand the planning estimates and Assignments and commit to support them. 

· Document all approved estimates and plans for tracking activities and commitments. Project estimates are refined throughout the project phases. As issues are better understood, estimates for later project phases are updated based on project specific data rather than formula-based assumptions. 

· Perform project planning in accordance with organizational procedures and in a manner that is consistent with the complexity and risk of the effort. 

RESPONSIBILITIES:

The project manager has primary responsibility for implementing this policy.

EVIDENCE OF COMPLIANCE:

Low risk projects will prepare a project plan that includes, at a minimum, the following: a project statement, a project schedule with milestones, and a project budget. Medium risk projects will also provide project resource estimates, a deliverables list, a project risk assessment, and a configuration management process. High risk projects will additionally be required to provide a detailed work breakdown structure, a quality plan, a project requirements list and issues list.

PROJECT TRACKING 

Summary of Project Tracking Policy

The project tracking policy requires that project managers continuously track and monitor the progress of IT projects against the plan.

Once a project has advanced to the execution phase of performance, a project team and the necessary resources should be in place ready to perform, and the project plan should have been developed and baselined. The project manager is responsible for implementing the project tracking policy.

Implementation Guidelines for Project Tracking

During the implementation phase, the focus shifts from discovery to participating, observing, and ensuring that the plan is being successfully executed. The project plan serves as the basis for the project=s monitoring, controlling, and reporting activities. By following the plan and gathering relevant data for status meetings and reports, information will be available to accurately identify issues and problems early, minimize project risks, and monitor, control, and report progress.

Project Tracking Requirements

Projects often fail due to inattention to basic control principles. Too many times a project team is so busy getting on with completing the project that not enough time is spent tracking the status and anticipating potential problems that might arise. Then, once a problem is suspected, the team may act too slowly to resolve the problem. Project tracking can help avoid this scenario by defining processes to: 

· Track and monitor project activities to compare actual performance to planned performance 

· Review and communicate status and future actions on both a formal and informal basis. 

· Monitor and mitigate potential problems, thus reducing their likelihood of occurrence. 

· Establish a change management process to control changes to the project=s objectives, specifications and overall definition. 

· Establish an issue tracking process to ensure that there is a central repository for project issues that are addressed in a timely fashion. 

· Establish a corrective action process to document and track plans to correct an issue that impacts the stated plan and to establish guidelines for re-planning. 

Project tracking requirements will vary by project, based on size, cost, complexity and impact on the business. State organizations ensure standards exist so that good project tracking methods for IT projects are followed. A state organization may tailor the methodology so it is appropriate to that organizations specific environment.

The management of a project includes processes for successfully tracking and communicating project status and performing risk assessments. The formality of this tracking process may change based on the specific project. The project manager has responsibility for tailoring all elements of the methodology to meet the specific needs of a project.

References to Project Tracking Guidelines

Guidelines for project tracking are provided in the ITEC Project Management Methodology document in the Project Execution section.

PROJECT TRACKING POLICY

POLICY STATEMENT:

Project managers must continuously track the progress of all projects against the project plan.

PURPOSE:

Project managers will ensure that the project is continuously tracked and that appropriate action are taken.

OVERVIEW:

Project tracking involves monitoring and reviewing the project accomplishments and results against documented estimates contained in the development plan, and adjusting these estimates based on the actual accomplishments and results. A documented and up-to-date plan for the effort is used as the basis for tracking activities, communicating status and revising plans. Changes in project scope and status have a cascading effect on testing, documentation and roll-out planning. Regular technical and management reviews are conducted to ensure that the management and staff are aware of the project status and plans, and that issues receive appropriate attention.

OBJECTIVES: 

1. Ensure that actual results and performance of the project are regularly tracked against documented and approved plans. 

2. Ensure that risk assessment is performed during key points in the project. 

a.  Ensure that corrective actions are taken when the actual performance of the project deviates from the plans. 

b. Ensure that changes to commitments (e.g., assignments, budget, schedule) are understood and agreed to buy all affected groups and individuals. 

RESPONSIBILITIES:

The project manager has responsibility for implementing this policy.

EVIDENCE OF COMPLIANCE:

To demonstrate compliance with this policy, the following documentation must be available, at a minimum. 

· Actual vs. budgeted cost reports 

· Planned vs. actual schedule 

· Updated risk analysis 

· Deliverable status list 

· Corrective action plan (as required) 

· Requirements traceability matrix (high risk projects) 

CONFIGURATION MANAGEMENT 

Summary of Configuration Management Policy

The configuration management policy requires that configuration management (CM) must be performed on IT projects in accordance with organizationally established CM procedures to ensure that controlled and stable baselines are established for planning, managing, and building IT systems. As part of this process, the integrity of the system=s configuration is controlled over time, and the status and content of the baselines are known.

Implementation Guidelines for Configuration Management

Configuration management is a formal discipline that provides developers and users with the methods and tools to identify the product developed, establish baselines, control changes to these baselines, record and track status, and audit the product

During the planning process, the procedures and required resources for CM are defined and the control items that will be tracked are identified. The goals for configuration management planning are to: 

· Explicitly assign authority and responsibility for CM for the project. 

· Ensure that CM is implemented throughout the project's life cycle by setting standards, procedures and guidelines that are produced and distributed to the full project team. 

· Ensure that configuration management has a repository for storing configuration items and associated CM records. 

· Ensure that reviews of baselines and CM activities occur on a regular basis. 

· Ensure that changes are controlled and that the impact of changes on the hardware and software configuration are understood prior to approving a change. 

Configuration Management Requirements

A CM plan is included as part of the project plan, or it can appear as a separate document or as sections within an overall quality plan. The degree of specification of the CM plan is dependent on the size, cost, complexity and impact on the business.

State organizations ensure that good CM methods for IT projects within their IT environment are applied. State organizations are encouraged to tailor the ITEC project management methodology and to develop CM processes that are appropriate to the specific project.

References to Configuration Management Guidelines.

Guidelines for configuration management are provided in the ITEC Project Management Methodology document in the Project Management Planning section.

CONFIGURATION MANAGEMENT POLICY

Policy Statement:

Configuration Management (CM) must be performed on all projects in accordance with established organizational CM procedures. These processes must ensure that controlled and stable baselines are established for planning, managing and building the system; the integrity of the system's configuration is controlled over time: and the status and content of the baselines are known.

PURPOSE:

To ensure that the project baselines are managed and changes to the baseline are controlled.

OVERVIEW:

CM involves identifying project baseline items, controlling these items and changes to them, and recording and reporting status and change activity for these items. Changes to the baseline items are controlled systematically using a defined change control process. The configuration of a system or any of the controlled intermediate or support products can be distinctly identified at any point in time.

OBJECTIVES: 

1. Explicitly assign responsibility for CM for each project. 

2. Ensure that each project has a CM plan. 

3. Ensure CM work is performed according to the project plan. 

4. Ensure that CM is implemented on products throughout the project=s life cycle. 

5. Ensure that CM is implemented for externally-delivered products and for appropriate products used inside the organization. 

6. Ensure that all projects have a repository for storing configuration items and associated CM records. 

7. Ensure that quality assurance audits of the baselines and CM activities are performed an a regular basis. 

RESPONSIBILITIES:

The project manager has primary responsibility for implementing this policy.

EVIDENCE OF COMPLIANCE:

To demonstrate compliance with this policy, the following documentation must be available, at a minimum.

Organizational configuration management plan or project configuration management plan.

RISK MANAGEMENT 

Summary of Risk Management Policy

The risk management policy requires that risks associated with IT projects must be identified, analyzed and prioritized. Identified risks must be controlled through the process of project planning and monitoring. Risk identification and management is an integrated component of project management and must be continuously assessed and analyzed during the life of a project. When significant risks are identified for a project, a risk manager should be assigned to assist the project manager in risk management.

Implementation Guidelines for Risk Management

A risk is any factor that may potentially interfere with successful completion of the project. The existence of risk is not a bad thing; the absence of risk analysis and mitigation measures is, however, not a good thing. Every project has risks. The challenge is to fully identify risks and invest in working them rather than ignoring them.

Part of controlling a project during the performance life cycle phases is to have an established risk management process that is unique to the project. Risk management deals with the following risk phases: 

· Risk identification 

· Risk analysis and quantification 

· Risk mitigation planning 

· Risk response 

The risk management plan documents the procedures that will be used to manage risk throughout the project. In addition to documenting the results of the risk identification and analysis phases, it covers who is responsible for managing various areas of risk. How risks will be tracked throughout the life cycle, how contingency plans will be implemented, and how reserves will be allocated to handle risks.

Risk assessment is used as an assessment tool in project oversight. The ITEC has adopted a Risk Assessment Model (RAM) tool to assist departments in assessing the risk of its project quickly and in automated fashion. The RAM must be completed on all IT projects and submitted to the branch Chief Information Technology Officer (CITO) at project initiation when seeking project approval and as requested by the CITO in a project oversight role.

Risk Management Requirements

The procedure that the project team will use to manage project risk is defined in the planning stage, documented in the project plan, and executed throughout the life of the project. The scope of the risk management plan is dependent on the size, cost, complexity and impact on the business. State organizations will practice good risk management methods for IT projects and apply risk management processes that are appropriate to the specific project.

References to Risk Management Guidelines

Guidelines for risk management are provided in the ITEC Project Management Methodology document in the risk management plan and Risk Monitoring and Mitigation sections. 

RISK MANAGEMENT POLICY

POLICY STATEMENT:

Risks associated with each IT project must be identified, analyzed and prioritized. Identified risks must be controlled through the process of project planning and monitoring. Risk identification and management must be integrated components of project management and will be continuously assessed and analyzed during the life of the project.

PURPOSE:

To ensure that risks associated with a project are well understood so they can be managed, planned for and mitigated during the execution of the project.

OVERVIEW:

Assessing a project=s risks will help project managers make more informed decisions and ensure more successful outcomes. Risk assessment is not problem management but is a process that reduces the likelihood of problems occurring. The risk management process must be integrated with the other elements of project management to ensure consistency in process. Project risks involve exposure to events such as: failure of the project to obtain anticipated benefits, costs that exceed planned levels, extended project schedules and poor performance of a system.

OBJECTIVES: 

1. Risk identification will be led by the project manager, with the assistance of team members with various perspectives, such as technical, user, and management. Risks are listed, analyzed for probability of occurrence and potential impact on the project, and prioritized. Risk identification occurs at the beginning of the project and continues throughout the project=s life cycle. Management must ensure that the project team openly and routinely discusses and analyzes risks throughout the life of the project. 

2. Risk management planning produces plans for addressing each major risk item and coordinates individual risk plans to the overall plan. Risk planning assures that project schedules and cost estimates are adjusted to ensure that adequate time is allocated to properly develop and execute risk mitigation measures when required. 

3. Risk management monitoring and control involves tracking the progress toward resolving high risk items and taking corrective action when appropriate. The top risk items are highlighted as part of the project reviews. 

RESPONSIBILITIES:

The project manager has primary responsibility for implementing this policy. Oversight contractors, if assigned, can help support the risk management effort.

EVIDENCE OF COMPLIANCE:

To demonstrate compliance with this policy, the following documentation must be available, at a minimum. 

· List of project risks and the completed ITEC Risk Assessment Model (RAM) report 

· Assessment of risks associated with the project assumptions 

PROJECT CLOSE-OUT 

SUMMARY OF PROJECT CLOSE-OUT POLICY

The project close-out policy requires that IT projects must follow a project close-out process upon completion of the project that includes development of a Post Implementation Evaluation Report (PIER) to capture lessons learned and archival of project records based on organizationally defined requirements.

Implementation Guidelines for Project Close-Out

The key elements associated with project close-out include re-disbursement of resources, completion and archiving of project records, documentation of the successes and issues associated with the project, celebrating success of the project and conducting a lessons learned session.

The purpose of conducting a formal project close-out is to document lessons learned, This means that problems that were encountered by the project team must be able to be openly presented so that process improvements can occur to eliminate the cause of the problems. It is important that the discussions do not merely point a finger away from the project team; responsibility for problem areas must be completely discussed. It is helpful to conduct an interactive session to gather the lessons learned.

Summary information about the project should be collected and archived, based on organizationally defined procedures. Typical information that is archived includes a description of the project, a project organization chart, budgeted and actual cost, budgeted and actual schedule and the project close-out report. Assumptions associated with the project values and changes that were documented throughout the project are also useful to archive.

Project Close-Out Requirements

It is the responsibility of the project manager to ensure that a project is properly closed out and that a PIER is completed and submitted to the appropriate entities for review and approval.

References to Project Close-Out Guidelines

Guidelines for project close-out are provided in the ITEC Project Management Methodology document in the Project Close-Out section.

PROJECT CLOSE-OUT POLICY

POLICY STATEMENT:

State organizations must maintain procedures for conducting lessons learned on IT projects during a project close-out process. Close-out is determined when project objectives have been met and users have reviewed and accepted the system. The process includes preparation of a Post Implementation Evaluation Report (PIER) to capture lessons learned and archival of project records.

PURPOSE:

To ensure that lessons learned from projects are captured for use in continual process improvement.

OVERVIEW:

The formal closing of a project reflects the temporary nature of a project. A project is closed when the objectives for the project have been met. Upon completion of the project, resources are reassigned, project records are archived (per organizationally defined procedures), and the lessons learned on the project are determined and documented.

OBJECTIVES: 

1. Ensure that continuous organizational improvements can be achieved through recognition of the successes and problems associated with execution of the project. 

2. Develop a repository of project metrics that can be used to facilitate future project cost and schedule estimation. 

3. Develop organizational standards for archiving project data so that consistent information is saved for all projects. 

RESPONSIBILITIES:

The project manager has primary responsibility for implementing this policy. The entire team participates in lessons learned.

EVIDENCE OF COMPLIANCE:

To demonstrate compliance with this policy, the following documentation must be available, at a minimum: 

· Post Implementation Evaluation Report 

· Project archive update
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JOINT COMMITTEE ON INFORMATION TECHNOLOGY (JCIT)

Policy 1 - Review of Proposed Projects

Approved by the Committee on December 15, 1998

1. Purpose. The purpose of this document is to establish a common understanding of the measures that will be considered by the Joint Committee on Information Technology (JCIT) when evaluating proposed projects. Most projects target an agency program's business processes or a technical program's set of information technology assets that provide general computing or communications services. This document is generalized to address all types of government services and technology asset programs. Thus, there may be program specific business issues or technology specific issues that the presenting agency should identify.
  

2. Evolution of Projects. Projects occur because a new government service is needed or because a government service should be improved, requires change, or must be made more cost effective. In each of these cases, a business area analysis must be done to identify what business service and financial objectives are required and a business process and set of resources must be designed to achieve these objectives. The result is a set of management documents that include the business processes and automation blueprints and a financial plan. Based upon this work and a business case for the required investment, a senior executive sponsor may accept responsibility for the project. At this point an information technology project may be proposed and considered in the budget process.
  

3. Information Technology Related Project Proposals. Whenever an agency proposes an information technology project or makes amendments or revisions to a previously submitted project, the agency shall submit a project budget estimate to the Chief Information Technology Officer for that branch of government. This process and the core information requirements are outlined in statute. Not later than July 1 of each year, the Chief Information Technology Officers (CITOs) for the three branches of government will submit the proposed project estimates and revisions to previously submitted projects to the Legislative Research Department and the Budget Division. Specific submission requirements are included in the budget instructions published by the Budget Division. The legislative CITO will review these project budget estimates and plans and make recommendations to the Joint Committee on the merit thereof and appropriations therefor. Project presentations should include the submitted information with amplifying information as outlined herein.
  

4. Who, What, When, Why, and the Financial Plan (Project Request Explanation - DA 518). The information presented on the DA 518 should identify the project, describe the functionality to be delivered to the business process, state how it will be delivered and to whom it will be delivered and from a business perspective, explain the business objectives that will be achieved). The presentation should show how the outcomes directly support the agency's business plan and how the automated systems are included in the agency's 3Year Information Technology Plan. The DA-5 18 also provides the estimated project cost, major project phases and costs and sources of funding by fiscal year. Amplifying information should include the identity of the project sponsor, identity of the stakeholders and how they will participate in project direction, and the identity of the project manager and his or her qualifications. Amplifying information should describe what contracts are anticipated for what services and products and how those contracts will be developed. If partnerships with public or private organizations are anticipated, the nature of the partnership (sharing of risks, costs, and benefits) should be addressed.
  

5. Business Case and Risk Analysis (Cost Benefit Statement - DA 519). This document presents the business case in narrative and quantitative terms. Amplifying information should include how costs and benefits were determined, the project risk analysis and how the risks were accounted for in project cost estimates and benefit calculations. Amplifying information should also address any applicable new or existing federal or state legislation or legislative changes necessary to support the project.
  

6. Project Plan and Milestone Chart. The budget instructions require a milestone chart showing the summary level milestones for the project. The budget instructions also require the submission of planned expenditures by object code on a DA Form 506. Amplifying information should relate these documents describing the project plan (phases and content), milestones, deliverables and description of near term key expenditures for the current and budget fiscal years as shown on the DA Form 506.
  

7. Architectural Statement. This provides the technology-related information including types of technology to be employed and applicable standards that apply. If new technology or software development is involved, amplifying information about other organizations that have employed the new technology or accomplished similar software development should be provided. 
  

8. Presentations. The project sponsor should introduce the project including the business case and strategic value to the agency or the State. The length of a project presentation will vary depending on the complexity of the project, legislation or public issues involved, and the public entities, businesses or government jurisdictions involved. However, concise presentation should be the objective. Written materials should be provided to Committee members at the time of the meeting.
 

JOINT COMMITTEE ON INFORMATION TECHNOLOGY (JCIT)

Policy 2 - Review of Active Projects
Approved by the Committee on December 15, 1998

1. Purpose. The purpose of this document is to establish a common understanding of the measures that will be considered by the Joint Committee on Information Technology (JCIT) when evaluating project status. Most projects target an agency program's business processes or a technical program's set of information technology assets that provide general computing or communications services. This document is generalized to address all types of government services and technology asset programs. Thus, there may be program specific business issues or technology specific issues that the presenting agency should identify and provide.
  

2. Evolution of Projects. Projects occur because a new government service is needed or because a government service should be improved, requires change, or must be made more cost effective. In each of these cases, a business area analysis must be done to identify what business service and financial objectives are required and a business process and set of resources must be designed to achieve these objectives. Based upon this work, a business case for the required investment and a proposed project plan may enable a project to be proposed and funding approved through the budget process. By statute, the readiness to start a project must be reviewed and approved by the agency head and the chief information technology Officer for that branch of government.
  

3. Project Status Reports. By statute, the status of all projects that have a total cost of $250,000 or more will be reported at times agreed upon by the chief information technology officers. That reporting period has been established as every other month commencing January 10th of each year. Project status reports should clearly and concisely indicate how the project is progressing according to the original plan. Reporting requirements will be as agreed upon by the three chief information technology officers and published by the CITO for the Executive Branch.
  

4. JCIT Project Status Presentations. By statute, whenever a project deviates from its original approved plan by 10% or more or $1,000,000, whichever is the lesser, the agency will consult with the JCIT before continuing the project. Statutes that fund projects may require JCIT project review or the Senate Ways and Means Committee or House Appropriations Committee may instruct the JCIT to review a project. The JCIT may also invite presentation of a project's status as part of the Committee's information technology oversight role. When project status presentations are scheduled, 18 copies of presentation materials should be provided at the time of the meeting.
  

5. JCIT Project Status Content. The Joint Committee on Information Technology has established the following specific measures as their basis to evaluate project status. Agencies should provide these measures in writing and include them in their presentation. Amplifying information should explain the causes of any deviations from the plan and the associated corrective actions initiated with the expected results of the actions and impact upon the original plan. Policy, legislative, or public issues related to the project should also be covered as amplifying information. 

5.1 Critical Path. The project manager will demonstrate that the project has been defined down to the task level with each task having a demonstrable point of progress and a duration of no more than about 10 days. Each task will have the identified resources, work units, and schedule necessary to accomplish the task. The project manager must be able to demonstrate that resources have been leveled and that the critical path has been identified. These requirements should have been formally reviewed and approved by the project sponsor and the CITO prior initiating the current project phase. Once initiated, resources and status should be posted biweekly to the project management system and reports prepared for the project manager. The project manager should closely monitor those activities and tasks on the critical path.

5.1.1 Committee Review. The Project Manager should provide a project report on the critical path showing actual progress versus planned progress. If the project is behind schedule, the project manager should provide a concise narrative with data showing the time units behind schedule, the time units behind schedule as a percentage of the cumulative time units to date for the project and the plan to recover the lost time.

5.1.1.1 Critical Path 10% to 20% Behind Schedule. If the critical path tasks are 10% to 20% behind schedule, the project will be considered in a yellow or caution status and there should be evidence of sponsor review of the project and approval of the recovery plan. A concise statement of that recovery plan, the expected results, and the anticipated impact upon the project should be provided.

5.1.1.2 Critical Path 20% or More Behind Schedule. If the critical path tasks are 20 % or more behind schedule, the project will be considered to be in a red or alert status. Projects in a red or alert status should be evidence of frequent [biweekly] reporting to the agency head and CITO until the project is less than 20% behind the original schedule. The agency head and CITO should have approved the recovery plan. A concise statement ofthat recovery plan, the expected results, and the anticipated impact upon the project should be provided.

5.2 Task Completion Rate. The project manager should report on number of actual tasks completed versus the planned task completions for the project through the date of the report. This should be expressed as numbers and as a percentage.

5.2.1 Committee Review. If the project is behind schedule, the project manager should provide a concise narrative stating the causes, the plan to recover the task completion rate, the expected results, and the anticipated impact upon the project.

5.2.1.1 Task Completion Rate of 80% to 90%. If the task completion rate is in the range of 80% to 90%, the project will be considered in a yellow or caution status and there should be evidence of review of the project and approval of the recovery plan by the sponsor. The plan of actions, approved by the sponsor, to achieve an acceptable task completion rate should be concisely stated.

5.2.1.2 Task Completion Rate of Less than 80%. If the project has less than an 80% completion rate for tasks, the project will be considered to be in a red or alert status and there should be evidence of frequent [biweekly] reporting to the agency head, sponsor and CITO. The presented plan of actions to achieve an acceptable task completion rate should have been approved by the agency head and the CITO.

5.3 Deliverable Completion Rate. A deliverable is a clearly identifiable object that results from completion of a task. The completion of a task such as a user acceptance test may cite the deliverable as the signed acceptance document from the business unit. The project manager should report on the actual number of deliverables completed for the project versus the planned number of deliverables to be completed for the project through the date of the report.

5.3.1 Committee Review. If the project is behind schedule, the project manager should provide a concise narrative stating the causes, the plan to recover the deliverable completion rate, the expected results, and the anticipated impact upon the project.

5.3.1.1 Deliverable Completion Rate of 80% to 90%. If the deliverables completions rate is in the range of 80% to 90%, the project will be considered to be in a yellow or caution status. There should be evidence of review and approval of the recovery plan by the sponsor. The plan of actions to achieve an acceptable deliverable completion rate should be concisely stated with the expected results and the anticipated impact upon the project.

5.3.1.2 Deliverable Completion Rate of Less than 80%. If the project has less than an 80% completion rate for deliverables, the project will be considered to be in a red or alert status. There should be evidence of frequent [biweekly] reporting to the agency head, sponsor and CITO. The plan of actions to achieve an acceptable deliverable completion rate should have been approved by the agency head and the CITO. The recovery plan should be concisely stated with progress and expected results and anticipated impact upon the project.

5.4 Issues. Issues are matters that must be resolved in order for the project tasks to be accomplished and business objectives to be met. Issues should be defined as a single matter requiring a decision. Each issue should be documented, tracked and managed, and reported to the project sponsor when there is a potential project impact. The project manager should track the total number of issues and identify in reports each unresolved issue that has had a negative impact on achieving the critical path, task or deliverable completion rates or other measures. The project sponsor is responsible for unblocking Issues to achieve resolution.

5.4.1 Committee Review. The total number of issues identified to date and the number that remain unresolved should be presented. Unresolved issues that have a negative impact on the project schedule, budget or objectives should be concisely presented noting when the issue was presented to the sponsor and what actions have been initiated to achieve resolution.

5.5 Cost. The project financial plan should show the major categories of costs by fiscal year, the total funds required, the sources of all funds, and original planned cumulative obligations or expenditures by month or by quarter, as appropriate, throughout the life of the project. Reports shall show the actual cumulative total for all funds sources versus the original planned financial period totals. When actual cumulative costs deviate from the planned costs, the percent of cumulative actual costs versus cumulative planned cost should be stated and the deviation explained. Further, if total project costs are projected to be 10 % over the planned costs or $1,000,000, whichever is less, then by statute the agency is required to consult with the Joint Committee on Information Technology before continuing the project. The Joint Committee will notify the House Appropriations and Senate Ways and Means Committees and make any recommendations deemed appropriate.

5.5.1 Committee Review. The committee should review the financial report where cumulative costs deviate from the original planned cumulative costs. The cause of the deviation and a recovery plan if appropriate, should be provided with expected results and anticipated impact upon the project.

5.5.1.1 Deviation from Financial Plan By l0% to 20%. If costs exceed the plan, at this rate, an impact on the total project cost must be examined. If the total cost of the project has been increased, the return on investment will be reduced. The sponsor should have reviewed the project, determined whether there has been a change in the schedule of costs and determined whether changes in the project should be initiated to recover the original financial plan. The recovery plan, expected results, and anticipated impact upon the project should be concisely presented. The project should be considered to be in a yellow or caution status and the committee may place this project on a watch list for subsequent presentation.

5.5.1.2 Deviation from Financial Plan By 20% to 30%. If actual costs are exceeding planned costs at this rate, the return on investment may be eliminated by an increase in total cost. A review should have previously been done to determine if an increase in costs has occurred and if so, how the increase can be mitigated. The recovery plan should have been acted upon and the agency head and the CITO should have reviewed the results of the plan. The agency head should have approved continuation of work or expense on the project. The Committee should place this project on a watch list for monthly reports.

5.3.1.3 Deviations from Financial Plan by 30% or More. As in previous cases, a review the projects planned and actual costs should have been done. If costs are 30% higher than planned, serious consideration should be given to stopping the project. The Committee should find specific approval of the agency head and approval of a rationale that strongly supports continuation of the project. The Committee should consider recommending that an independent 3rd party be obtained to conduct a project review and make recommendations to the agency head and the Committee regarding causes for the project deviation from plan, corrective actions needed, expected outcomes, and whether the project the project should be continued.

5.6 Actual Versus Planned Resources. This element focuses on the human resources provided to the project in terms of person-hours or person-days. Both technical and business unit personnel should have the experience and skills necessary for the project and be provided when and as required by the project schedule. The project manager should have planned and actual person-hours in the project management system and should report on a continuing basis the cumulative planned person-hours required versus the cumulative actual person-hours provided.

5.6.1 Committee Review. The committee will review this element in conjunction with other elements reported. In addition to the gap analysis, the committee should question the stability o the project team. If a critical team member leaves, the cost may be a 6-week delay in the project. If a project manager leaves, the cost may be a 9-week delay. If a project sponsor leaves, the project may be in jeopardy and should be placed on a watch list. These specific items should be reflected in the risk report addressed below.

5.6.1.1 Deficiency Gap of 15% to 20%. Normally a deficiency of this magnitude will result in a reduction in quality but may also contribute to other project deficiencies as well. The project manager should be acting with the sponsor to correct this condition. For some projects, the impact of this level of deficiency may be greater than indicated and be reflected in the other measures as well.

5.6.1.2 Deficiency Gap of 20% to 25%. Normally a deficiency of this magnitude will require a reduction in scope of the project in order to maintain project progress. There should be a plan to show a compensatory change in resources or a plan to reduce the scope, Costs, and objectives for the project with approval of the agency head. For some projects, the impact of this level of deficiency may be greater than indicated and will be reflected in the other measures as well.

5.6.1.3 Deficiency Gap of 25% or More. A deficiency of this magnitude places project in jeopardy and 3rd party review should be considered if the impact is reflected in other measures. The project should not be permitted to drift awaiting a compensatory resources plan or a new reduced project scope plan. If a new project plan is developed, the new financial plan, return on investment and objectives to be achieved must recalculated and presented for review as well.

5.7 Risk Report. The above measures have been addressed individually, however, when a project has experienced difficult problems or issues, the impact may be reflected in more than one measure permitting a broader assessment of project status. The project manager should consider all of the above measures and make an assessment of the risk and likely impacts upon the project's scope, budget, schedule and the business [or technical infrastructure] objectives to be achieved in the original plan. The analysis, conclusions, and recommendations should be summarized in an executive report.

5.7.1 Committee Review. The Committee should evaluate the risk report as to whether it reasonably reflects the sum of the measures and where present, the progress being achieved with mitigation plans. For projects with a seriously deficient measure or multiple deficient measures, the confidence in the risk report may be important when considering 3rd party review.

 

SUMMARY OF SENATE BILL NO. 5 OF 1998
Senate Bill No. 5, passed during the 1998 Kansas Legislative Session, realigns the structure of Information Technology administration.  It creates Chief Information Technology Officers for each of the three branches of Kansas state government in addition to maintaining a Chief Information Technology Architect established under earlier state IT guidelines.  SB5 creates and empowers an Information Technology Executive Council (ITEC) with oversight responsibility for all IT projects with an estimated cost of $250,000 or more.  That dollar threshold is greatly reduced from the former guidelines.  The legislation’s major provisions are:

· Creation a seventeen member INFORMATION TECHNOLOGY EXECUTIVE COUNCIL (ITEC).  The Chair is the Secretary of the Department of Administration.  Formerly the equivalent group was the Kansas Information Resource Council (KIRC).

· ITEC’s mission is to:
_
manage information technology including, adoption of policies, procedures and management methodologies for state government

· establish statewide IT architecture

· create data management standards 

· develop a strategic information technology management plan for the state

· Creation of three Chief Information Technology Officers (CITO), one for each of the three branches of state government:  Executive, Legislative and Judicial.

· Maintained the position of Chief Information Architect (CITA).

· Annually each CITO will review and consult with their respective state agency or division information regarding technology plans, projects and improvements

· Any IT project with an estimated cumulative cost of $250,000 or more will go before the Branch CITO and Agency head for approval.  Each project will include a detailed description and justification for the project, including analysis of proposed project, project scope, alternative pans, cost-benefit study and financial benefits.  The plan will also describe the IT architecture for the project and include a Gantt Chart.

· Any additional expenditure to an approved IT project of more than $1,000,000 or 10% of the approved budget, which ever is lower, must be presented to the JCIT before the project can resume.  If it is less than this amount, the expenditure needs Agency head approval.

· Annually a three-year strategic IT plan is submitted to the agencies/division’s respective CITO.  This plan will set forth the entities current and future IT needs and utilization plans for the next three ensuing fiscal years.

· The bill contains a number of important reporting relationships and requirements to include a review of bid specifications and approval for telecommunication networks.

· Not later than September 1 of each year each CITO will submit to the joint committee and legislative research all IT project budgets and plans, all three-year strategic plans and deviations from state IT architecture.

Kansas Information Technology Governance Model
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ARTICLE 72 – INFORMATION TECHNOLOGY

PRIVATE
<small><small><small>75-7201</small></small></small>
<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7201.   Definitions. As used in K.S.A. 1998 Supp. 75-7201 through 75-7212, and amendments thereto: </small>
<small>      (a)    "Cumulative cost" means the total expenditures, from all sources, for any information technology project by one or more state agencies to meet project objectives from project start to project completion or the date and time the project is terminated if it is not completed. </small>
<small>      (b)    "Executive agency" means any state agency in the executive branch of government. </small>
<small>      (c)    "Information technology project" means a project for a major computer, telecommunications or other information technology improvement with an estimated cumulative cost of $250,000 or more and includes any such project that has proposed expenditures for: (1) New or replacement equipment or software; (2) upgrade improvements to existing equipment and any computer systems, programs or software upgrades therefor; or (3) data or consulting or other professional services for such a project. </small>
<small>      (d)    "Information technology project change or overrun" means any of the following: </small>
<small>      (1)   Any change in planned expenditures for an information technology project that would result in the total authorized cost of the project being increased above the currently authorized cost of such project by more than either $1,000,000 or 10% of such currently authorized cost of such project, whichever is lower; </small>
<small>      (2)   any change in the scope of an information technology project, as such scope was presented to and reviewed by the joint committee or the chief information technology officer to whom the project was submitted pursuant to K.S.A. 1998 Supp. 75-7209 and amendments thereto; or </small>
<small>      (3)   any change in the proposed use of any new or replacement information technology equipment or in the use of any existing information technology equipment that has been significantly upgraded. </small>
<small>      (e)   "Joint committee" means the joint committee on information technology. </small>
<small>      (f)    "Judicial agency" means any state agency in the judicial branch of government. </small>
<small>      (g)    "Legislative agency" means any state agency in the legislative branch of government. </small>
<small>      (h)    "Project" means a planned series of events or activities that is intended to accomplish a specified outcome in a specified time period, under consistent management direction within a state agency or shared among two or more state agencies, and that has an identifiable budget for anticipated expenses. </small>
<small>      (i)    "Project completion" means the date and time when the head of a state agency having primary responsibility for an information technology project certifies that the improvement being produced or altered under the project is ready for operational use. </small>
<small>      (j)    "Project start" means the date and time when a state agency begins a formal study of a business process or technology concept to assess the needs of the state agency, determines project feasibility or prepares an information technology project budget estimate under K.S.A. 1998 Supp. 75-7209 and amendments thereto. </small>
<small>      (k)   "State agency" means any state office or officer, department, board, commission, institution or bureau, or any agency, division or unit thereof.      </small>
PRIVATE
<small><small><small>75-7202</small></small></small>
 

<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7202.   Information technology executive council; membership and organization. (a) There is hereby established the information technology executive council which shall be attached to the department of administration for purposes of administrative functions. </small>
<small>      (b)   The council shall be composed of 17 voting members as follows: The secretary of administration; two cabinet agency heads; one noncabinet agency head; the director of the budget; the executive chief information technology officer; the legislative chief information technology officer; the judicial chief information technology officer and the judicial administrator of the Kansas supreme court; the executive director of the Kansas board of regents; the commissioner of education; one representative of cities; one representative of counties[;] the network manager of the Information Network of Kansas (INK); and three representatives from the private sector who are chief executive officers or chief information technology officers. The chief information technology architect shall be a nonvoting member of the council. The two cabinet agency heads, the noncabinet agency head, the representative of cities, the representative of counties and the representatives from the private sector shall be appointed by the governor for a term not to exceed 18 months. Upon expiration of an appointed member's term, the member shall continue to hold office until the appointment of a successor. Nonappointed members shall serve ex officio. </small>
<small>      (c)   The secretary of administration shall serve as the chairperson of the council. </small>
<small>      (d)   The council shall hold meetings and hearings in the city of Topeka or at such other places as the council designates, on call of the chairperson or on request of four or more members. </small>
<small>      (e)   Members of the council may not appoint an individual to represent them on the council and only members of the council may vote. </small>
<small>      (f)   Members of the council shall not be eligible for compensation, subsistence allowances, mileage or other expenses as provided in K.S.A. 75-3223 and amendments thereto for attendance at any meeting of the council or any subcommittee meeting authorized by the council, except that agencies may pay subsistence, mileage and other expenses to their representatives on the council. <small><small>          </small></small></small>
PRIVATE
<small><small><small>75-7203</small></small></small>
 

<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7203.   Same; powers and duties. (a) The information technology executive council is hereby authorized to adopt such policies and rules and regulations as necessary to implement, administer and enforce the provisions of this act. </small>
<small>      (b)   The council shall: </small>
<small>      (1)   Adopt: (A) Information technology resource policies and procedures and project management methodologies for all state agencies; (B) an information technology architecture, including telecommunications systems, networks and equipment, that covers all state agencies; (C) standards for data management for all state agencies; and (D) a strategic information technology management plan for the state; </small>
<small>      (2)   provide direction and coordination for the application of the state's information technology resources; </small>
<small>      (3)   designate the ownership of information resource processes and the lead agency for implementation of new technologies and networks shared by multiple agencies in different branches of state government; and </small>
<small>      (4)   perform such other functions and duties as necessary to carry out the provisions of this act. </small>
 

PRIVATE
<small><small><small>75-7204</small></small></small>
 
<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7204.   Chief information technology architect. (a) There is hereby established, within and as a part of the department of administration, the office of chief information technology architect, the head of which shall be the chief information technology architect. Under the supervision of the secretary of administration, the chief information technology architect shall administer the office of the chief information technology architect. The chief information technology architect shall be in the unclassified service under the Kansas civil service act, shall be appointed by the secretary of administration, subject to approval of the governor and shall receive compensation in an amount fixed by the secretary of administration, subject to approval of the governor. </small>
<small>      (b)   The chief information technology architect shall: </small>
<small>      (1)   Propose to the information technology executive council: (A) Information technology resource policies and procedures and project management methodologies for all state agencies; (B) an information technology architecture, including telecommunications systems, networks and equipment, that covers all state agencies; (C) standards for data management for all state agencies; and (D) a strategic information technology management plan for the state; </small>
<small>      (2)   serve as secretary to the information technology executive council; and </small>
<small>      (3)   perform such other functions and duties as provided by law or as directed by the secretary of administration.     </small>
PRIVATE
<small><small><small>75-7205</small></small></small>
 
<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7205.   Executive chief information technology officer. (a) There is hereby established within and as a part of the department of administration the position of executive chief information technology officer. The executive chief information technology officer shall be in the unclassified service under the Kansas civil service act, shall be appointed by the secretary of administration, subject to approval of the governor, and shall receive compensation in an amount fixed by the secretary of administration, subject to approval of the governor. The executive chief information technology officer shall maintain a presence in any cabinet established by the governor and shall report to both the governor and the secretary of administration. </small>
<small>      (b)   The executive chief information technology officer shall: </small>
<small>      (1)   Review and consult with each executive agency regarding information technology plans, deviations from the state information technology architecture, information technology project estimates and information technology project changes and overruns submitted by such agency pursuant to K.S.A. 1998 Supp. 75-7209 and amendments thereto to determine whether the agency has complied with: (A) The information technology resource policies and procedures and project management methodologies adopted by the information technology executive council; (B) the information technology architecture adopted by the information technology executive council; (C) the standards for data management adopted by the information technology executive council; and (D) the strategic information technology management plan adopted by the information technology executive council; </small>
<small>      (2)   report to the chief information technology architect all deviations from the state information architecture that are reported to the executive information technology officer by executive agencies; </small>
<small>      (3)   submit recommendations to the division of the budget as to the technical and management merit of information technology project estimates and information technology project changes and overruns submitted by executive agencies pursuant to K.S.A. 1998 Supp. 75-7209 and amendments thereto, based on the determinations made pursuant to subsection (b)(1); </small>
<small>      (4)   monitor executive agencies' compliance with: (A) The information technology resource policies and procedures and project management methodologies adopted by the information technology executive council; (B) the information technology architecture adopted by the information technology executive council; (C) the standards for data management adopted by the information technology executive council; and (D) the strategic information technology management plan adopted by the information technology executive council; </small>
<small>      (5)   coordinate implementation of new information technology among executive agencies and with the judicial and legislative chief information technology officers; </small>
<small>      (6)   designate the ownership of information resource processes and the lead agency for implementation of new technologies and networks shared by multiple agencies within the executive branch of state government; and </small>
<small>      (7)   perform such other functions and duties as provided by law or as directed by the secretary of administration.

</small>
PRIVATE
<small><small><small>75-7206</small></small></small>
 

<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7206.   Judicial chief information technology officer. (a) There is hereby established within and as a part of the office of the state judicial administrator the position of judicial chief information technology officer. The judicial chief information technology officer shall be appointed by the judicial administrator, subject to approval of the chief justice, and shall receive compensation determined by the judicial administrator, subject to approval of the chief justice. </small>
<small>      (b)   The judicial chief information technology officer shall: </small>
<small>      (1)   Review and consult with each judicial agency regarding information technology plans, deviations from the state information technology architecture, information technology project estimates and information technology project changes and overruns submitted by such agency pursuant to K.S.A. 1998 Supp. 75-7209 and amendments thereto to determine whether the agency has complied with: (A) The information technology resource policies and procedures and project management methodologies adopted by the information technology executive council; (B) the information technology architecture adopted by the information technology executive council; (C) the standards for data management adopted by the information technology executive council; and (D) the strategic information technology management plan adopted by the information technology executive council; </small>
<small>      (2)   report to the chief information technology architect all deviations from the state information architecture that are reported to the judicial information technology officer by judicial agencies; </small>
<small>      (3)   submit recommendations to the judicial administrator as to the technical and management merit of information technology project estimates and information technology project changes and overruns submitted by judicial agencies pursuant to K.S.A. 1998 Supp. 75-7209 and amendments thereto, based on the determinations pursuant to subsection (b)(1); </small>
<small>      (4)   monitor judicial agencies' compliance with: (A) The information technology resource policies and procedures and project management methodologies adopted by the information technology executive council; (B) the information technology architecture adopted by the information technology executive council; (C) the standards for data management adopted by the information technology executive council; and (D) the strategic information technology management plan adopted by the information technology executive council; </small>
<small>      (5)   coordinate implementation of new information technology among judicial agencies and with the executive and legislative chief information technology officers; </small>
<small>      (6)   designate the ownership of information resource processes and the lead agency for implementation of new technologies and networks shared by multiple agencies within the judicial branch of state government; and </small>
<small>      (7)   perform such other functions and duties as provided by law or as directed by the judicial administrator.</small>
PRIVATE
<small><small><small>75-7207</small></small></small>
 
<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7207.   Legislative chief information technology officer. (a) There is hereby established the position of legislative chief information technology officer under the legislative coordinating council. </small>
<small>      (b)   The legislative chief information technology officer shall be appointed by the legislative coordinating council. The joint committee may recommend one or more persons for consideration by the legislative coordinating council in making the appointment. </small>
<small>      (c)   The legislative chief information technology officer shall receive such compensation as determined by the legislative coordinating council and may be removed by a vote of five members of the legislative coordinating council taken at any regular meeting of the council. </small>
<small>      (d)   The legislative chief information technology officer shall receive expenses and allowances for in-state and out-of-state travel as is provided by law for members of the legislature. The provisions of K.S.A. 75-3208 and amendments thereto shall not apply to any such travel. </small>
<small>      (e)   The legislative chief information technology officer shall be in the unclassified service under the Kansas civil service act.</small>
PRIVATE
<small><small><small>75-7208</small></small></small>
 

<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7208.   Same; powers and duties. The legislative chief information technology officer shall: </small>
<small>      (a)   Review and consult with each legislative agency regarding information technology plans, deviations from the state information technology architecture, information technology project estimates and information technology project changes and overruns submitted by such agency pursuant to K.S.A. 1998 Supp. 75-7209 and amendments thereto to determine whether the agency has complied with: (1) The information technology resource policies and procedures and project management methodologies adopted by the information technology executive council; (2) the information technology architecture adopted by the information technology executive council; (3) the standards for data management adopted by the information technology executive council; and (4) the strategic information technology management plan adopted by the information technology executive council; </small>
<small>      (b)   report to the chief information technology architect all deviations from the state information architecture that are reported to the legislative information technology officer by legislative agencies; </small>
<small>      (c)   submit recommendations to the legislative coordinating council as to the technical and management merit of information technology project estimates and information technology project changes and overruns submitted by legislative agencies pursuant to K.S.A. 1998 Supp. 75-7209 and amendments thereto, based on the determinations pursuant to subsection (a); </small>
<small>      (d)   monitor legislative agencies' compliance with: (1) The information technology resource policies and procedures and project management methodologies adopted by the information technology executive council; (2) the information technology architecture adopted by the information technology executive council; (3) the standards for data management adopted by the information technology executive council; and (4) the strategic information technology management plan adopted by the information technology executive council; </small>
<small>      (e)   coordinate implementation of new information technology among legislative agencies and with the executive and judicial chief information technology officers; </small>
<small>      (f)   designate the ownership of information resource processes and the lead agency for implementation of new technologies and networks shared by multiple agencies within the legislative branch of state government; </small>
<small>      (g)   serve as staff of the joint committee; and </small>
<small>      (h)   perform such other functions and duties as provided by law or as directed by the legislative coordinating council or the joint committee.</small>
PRIVATE
<small><small><small>75-7209</small></small></small>
<small> </small>
<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7209.   Information technology projects; procedures. (a) Whenever an agency proposes an information technology project, such agency shall prepare and submit to the chief information technology officer of the branch of state government of which the agency is a part of a project budget estimate therefor, and for each amendment or revision thereof, in accordance with this section. Each information technology project budget estimate shall be in such form as required by the director of the budget, in consultation with the chief information technology architect, and by this section. In each case, the agency shall prepare and include as a part of such project budget estimate a plan consisting of a written program statement describing the project. The program statement shall: </small>
<small>      (1)   Include a detailed description of and justification for the project, including: (A) An analysis of the programs, activities and other needs and intended uses for the additional or improved information technology; (B) a statement of project scope including identification of the organizations and individuals to be affected by the project and a definition of the functionality to result from the project; and (C) an analysis of the alternative means by which such information technology needs and uses could be satisfied; </small>
<small>      (2)   describe the tasks and schedule for the project and for each phase of the project, if the project is to be completed in more than one phase; </small>
<small>      (3)   include a financial plan showing: (A) The proposed source of funding and categorized expenditures for each phase of the project; and (B) cost estimates for any needs analyses or other investigations, consulting or other professional services, computer programs, data, equipment, buildings or major repairs or improvements to buildings and other items or services necessary for the project; and </small>
<small>      (4)   include a cost-benefit statement based on an analysis of qualitative as well as financial benefits. </small>
<small>      (b) (1)   Before one or more state agencies proposing an information technology project begin implementation of the project, the project plan, including the architecture and the cost-benefit analysis, shall be approved by the head of each state agency proposing the project and by the chief information technology officer of each branch of state government of which the agency or agencies are a part. Approval of those projects that involve telecommunications services shall also be subject to the provisions of K.S.A. 75-4709, 75-4710 and 75-4712, and amendments thereto. </small>
<small>      (2)   All specifications for bids or proposals related to an approved information technology project of one or more state agencies shall be reviewed by the chief information technology officer of each branch of state government of which the agency or agencies are a part. </small>
<small>      (c)   Annually at the time specified by the chief information technology officer of the branch of state government of which the agency is a part, each agency shall submit to such officer: </small>
<small>      (1)   A copy of a three-year strategic information technology plan that sets forth the agency's current and future information technology needs and utilization plans for the next three ensuing fiscal years, in such form and containing such additional information as prescribed by the chief information technology officer; and </small>
<small>      (2)   any deviations from the state information technology architecture adopted by the information technology executive council. </small>
<small>      (d)   The provisions of this section shall not apply to the information network of Kansas (INK). </small>
<small></small>
PRIVATE
<small><small><small>75-7210</small></small></small>
 

<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7210.   Same; reports to legislative branch. (a) Not later than July 1 of each year, the executive, judicial and legislative chief information technology officers shall submit to the joint committee and to the legislative research department all information technology project budget estimates and amendments and revisions thereto, all three-year plans and all deviations from the state information technology architecture submitted to such officers pursuant to K.S.A. 1998 Supp. 75-7209 and amendments thereto. The legislative chief information technology officer shall review all such estimates and amendments and revisions thereto, plans and deviations and shall make recommendations to the joint committee regarding the merit thereof and appropriations therefor. </small>
<small>      (b)   The executive and judicial chief information technology officers shall report to the legislative chief information technology officer, at times agreed upon by the three officers: </small>
<small>      (1)   Progress regarding implementation of information technology projects of state agencies within the executive and judicial branches of state government; and </small>
<small>      (2)   all proposed expenditures for such projects, including all revisions to such proposed expenditures, for the current fiscal year and for ensuing fiscal years.</small>
PRIVATE
<small><small><small>75-7211</small></small></small>
<small> </small>
<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7211.   Same; legislative oversight. (a) The legislative chief information technology officer, under the direction of the joint committee, shall monitor state agency execution of information technology projects and, at times agreed upon by the three chief information technology officers, shall report progress regarding the implementation of such projects and all proposed expenditures therefor, including all revisions to such proposed expenditures for the current fiscal year and for ensuing fiscal years. </small>
<small>      (b)   The head of a state agency with primary responsibility for an information technology project may authorize or approve, without prior consultation with the joint committee, any change in planned expenditures for an information technology project that would result in the total cost of the project being increased above the currently authorized cost of such project but that increases the total cost of such project by less than the lower of either $1,000,000 or 10% of the currently authorized cost, and any change in planned expenditures for an information technology project involving a cost reduction, other than a change in the proposed use of any new or replacement information technology equipment or in the use of any existing information technology equipment that has been significantly upgraded. </small>
<small>      (c)   The head of a state agency with primary responsibility for an information technology project shall not authorize or approve, without first advising and consulting with the joint committee any information technology project change or overrun. The joint committee shall report all such changes and overruns to the senate standing committee on ways and means and the house standing committee on appropriations.</small>
<small><small><small></small></small></small>
<small><small><small></small></small></small>
PRIVATE
<small><small><small>75-7212</small></small></small>
<small> </small>
<small>Chapter 75.--STATE DEPARTMENTS; PUBLIC OFFICERSAND EMPLOYEES</small>
<small>Article 72.--INFORMATION TECHNOLOGY</small>
<small>      75-7212.   Abolition of KIRC and CIA; transfers. (a) The Kansas information resources council established by K.S.A. 75-4740 and the office of the chief information architect established by K.S.A. 75-4742 are hereby abolished. </small>
<small>      (b)   The unexpended budgeted balance of any appropriation for the Kansas information resources council as a result of any abolishment by this section shall be and is hereby transferred to the information technology executive council created by this act. The unexpended budgeted balance of any appropriation for the position of chief information architect as a result of any abolishment by this section shall be and is hereby transferred to the legislative coordinating council -- operations account. </small>
<small>      (c)   Whenever the Kansas information resources council is referred to or designated by a statute, contract or other document, such reference or designation shall be deemed to apply to the information technology executive council created by this act. Whenever the position of chief information architect or the office of the chief information architect is referred to or designated by a statute, contract or other document, such reference or designation shall be deemed to apply to the position of chief information technology architect or the office of the chief information technology architect created by this act or to the position of executive chief information technology officer, as determined appropriate in accordance with the provisions of this act. </small>
<small>      (d)   The information technology executive council created by this act shall succeed to all property and records that were used for, or pertain to, the performance of the powers, duties and functions of the Kansas information resources council abolished by this act. The office of the chief information technology architect created by this act shall succeed to all property and records that were used for, or pertain to, the performance of the powers, duties and functions of the office of the chief information architect abolished by this act. Any conflict as to the proper disposition of such property or records arising under this section and resulting from the transfer or abolishment of any existing state agency, or the powers, duties and functions thereof, shall be determined by the governor, whose decision shall be final. </small>
<small>      (e)   Any conflict as to the disposition of any power, function or duty as a result of any abolishment, transfer, attachment or other change made by this act, or under authority of this act, shall be resolved by the governor, and the decision of the governor shall be final. </small>
<small>      (f)   No suit, action, or other proceeding, judicial or administrative, lawfully commenced, or that could have been commenced, by or against the Kansas information resources council, or by or against the office of the chief information architect or the chief information architect in the chief information architect's official capacity or in relation to the discharge of official duties, shall abate by reason of the provisions of this act. The court may allow any such suit, action or other proceeding to be maintained by or against the information technology executive council, the office of the chief information technology architect or the chief information technology architect. </small>
<small>      (g)   No criminal action commenced or that could have been commenced by the state shall abate by the taking effect of this act.
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